
As you complete the course, here are links to downloads from this course for easy access, as well as additional resources for

you to check out:

Cheat Sheets

[Cheat Sheet] sqlmap Source Code Structure

[Cheat Sheet] sqlmap Important Directories

[Cheat Sheet] Test Levels

[Cheat Sheet] Risk Levels

[Cheat Sheet] Verbosity Levels

[Cheat Sheet] Tamper scripts

sqlmap links

sqlmapʼs main site

sqlmapʼs GitHub

sqlmapʼs usage wiki

Raw usage wiki

sqlmap and SQL injection presentations

sqlmap issues

Tools

Using Burp with sqlmap

Fetch some proxies

Are you using Tor?

WAFNinja

WAF Bypass by Nemesida

WhatWaf

identYwaf

Awesome WAF

The Practical Guide to sqlmap for SQL Injection Additional resources

LESSON 60 OF 61

Additional resources
Christophe August 23, 2021





https://cybr.com/wp-content/uploads/2021/06/sqlmap-code-structure-scaled.jpg
https://cybr.com/wp-content/uploads/2021/07/sqlmap-important-dirs-2.jpg
https://cybr.com/wp-content/uploads/2021/07/sqlmap-levels.jpg
https://cybr.com/wp-content/uploads/2021/07/sqlmap-risk-levels.jpg
https://cybr.com/wp-content/uploads/2021/07/sqlmap-verbosity-levels-updated.jpg
https://cybr.com/wp-content/uploads/2021/08/sqlmap-tamper-scripts.jpg
https://sqlmap.org/
https://github.com/sqlmapproject/sqlmap
https://github.com/sqlmapproject/sqlmap/wiki/Usage
https://raw.githubusercontent.com/wiki/sqlmapproject/sqlmap/Usage.md
https://github.com/sqlmapproject/sqlmap/wiki/Presentations
https://github.com/sqlmapproject/sqlmap/issues
https://portswigger.net/support/using-burp-with-sqlmap
https://github.com/stamparm/fetch-some-proxies
https://check.torproject.org/
https://github.com/khalilbijjou/WAFNinja
https://github.com/nemesida-waf/waf-bypass
https://github.com/Ekultek/WhatWaf
https://github.com/stamparm/identYwaf
https://github.com/0xInfection/Awesome-WAF

