
Sniffing Traffic

● Packet sniffing, or packet analyzing, is the process of capturing the packets received on 
an interface or passed over the local network and looking for any information that may 
be useful.

● It’s used to troubleshoot network problems or to detect intrusions or compromised 
systems.

Packet Analyzers:

- Wireshark

- tshark

- tcpdump
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