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Notice that UDP port 68 is used to address (send things to) the DHCP Client…and 
UDP Port 67 is used to address (send things to) the DHCP Server.







On a Mac, you can get it to transmit a DHCP Inform message by selecting the option 
(under System – Network) of “Use DHCP With Manual Address”. The Mac will then 
transmit a DHCP Inform message requesting everything else but the IP 
address…such as a subnet mask, default gateway, etc.















Cisco IOS devices have a default Lease time of 1-day (86,400 seconds) if you don’t 
configure that value.



The client identifier is an ASCII value in the form cisco-mac-name where mac is the 
MAC address of the interface and name is the short form of the interface name.















Another benefit is that if a device is known by its name, its IP address can be moved.  
As long as that name-to-address mapping is updated in a DNS server any endpoint 
can find it without everyone NEEDING to know that the IP address has been 
changed.





For more detailed information about DNS I’d recommend watching my course titled, 
“Understanding Common Network Applications” as well as the video titled, “The DNS 
Protocol” from the larger course titled, “Cisco IOS Infrastructure Services”













SNTP is a simplified version of NTP that provides client-only services (can receive 
time, but not propagate it to other devices).  No authentication capability.

CCNA doesn’t expect you to know anything about SNTP or VINES.







Default stratum level assigned if not configured is “stratum 8”.



For some unknown reason, it often takes several minutes for NTP to synchronize 
when both the NTP Client and NTP Server are Cisco IOS devices. So if trying this out 
for yourself in a lab, be very patient.




