




















Packet-2 is not a candidate for NAT because it did not arrive on an interface defined 
as NAT inside.



When NAT is used to translate both source and destination addresses, there is also a 
concept of an “Outside Local” address…which is how the outside device (server in 
this case) would be known by inside hosts.













In this configuration, the term “private address” is synonymous with “inside local”.  
And the term “public address” is synonymous with “inside global”.



The “use_count” field in this output keeps track of individual flows of traffic from the 
same source IP address however it DOES age out after a while.











Notice that the “netmask” keyword (which can also be entered as a prefix-length 
keyword) verifies whether enough addresses have been allocated based on the size 
(i.e. netmask) of the internal/local network(s) you need to translate.

















With PAT, it cannot be assumed that an incoming local packet will always have its 
source port number changed. It depends on what currently exists in the NAT 
Translation table.  If there is no current entry using that same source port, the 
original source port number will be retained, unchanged. Only when an existing 
entry exists in the translation table with the same source port number will a new 
flow of traffic (using the same source port) need to be changed by PAT.








