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Positioning DevSecOps in Your Lifecycle
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Visible Progress



DevSecOps Maturity Model

Insanity Reactive Proactive Measurable Continuous

Culture

Skills

Program / Outcomes

Security Priorities

Source: DevSecOps Foundation https://www.slideshare.net/DevSecOpsDays/security-is-the-center-of-the-devops-world-keynote-94393004
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OWASP DevSecOps Maturity Model

Dimension Level 1: Basic 
understanding of 
security practices

Level 2: 
Understanding of 
security practices 

Level 3: High 
understanding of 
security practices

Level 4: Advanced 
understanding of 
security practices at 
scale

Build and deployment

Culture and organization

Information gathering

Patch management

Test and verification

https://owasp.org/www-project-devsecops-maturity-model/
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Don’t try to deploy all tools at once

Pick a maturity model that suits

Up Next
- Designing DevSecOps for Plan, Code, 

and Build SDLC phases

Summary


