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Overview Create Azure File Sync service

Create sync groups

Create cloud endpoints

Register servers



Manage Storage and File Services

Configure Azure File Sync

Manage Azure File Sync

Configure and Manage Windows Server File 
Shares

Configure Windows Server Storage

Manage Windows Server Storage



Windows Server Hybrid Administrator Associate

One-year cert validity



Exercise Files



Exercise Files



Understand Azure File Sync



Azure File Sync
(AFS)

Centralize your local file shares without 
disrupting your users and applications

Benefits:
- Cloud tiering/cloud backup
- Multi-site access and sync
- BCDR

AFS does not use SMB (TCP 445)
- FileREST (TCP 443)

Share entire volume root or individual shared 
folders

Protect against ransomware with Azure 
Backup for File Shares



Azure File Sync Example Topology

Need to edit drive 
mappings?

What if the file server 
goes down?

What if the file server 
runs short of storage 

space?

What about DFS 
replication?

Storage Sync service Sync group

1 file share

1 or more registered 
servers



Deploy Azure File Sync



Azure File Sync Deployment Workflow

Create 
Storage 

Sync 
Service

Create 
Sync group

Verify 
cloud 

endpoint
Add server 
endpoint(s)

Customize 
sync



Demo Install Storage Sync Services

Prepare storage account

Create Sync group

Register server

Verify client access via local drive mapping



Summary

AFS represents a great way to:
- Evolve past DFS
- Embrace cloud storage
- Lift and shift applications while 

preserving drive mappings

You might consider using AFS as a method 
for decommissioning local file servers
- Azure Files with S2S VPN or 

ExpressRoute

"How can I monitor AFS performance and 
effectiveness? How exactly can I migrate 
to AFS from DFS-R?"



Up Next:
Manage Azure File Sync


