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PEASS-NG consists of tools which search for possible privilege
escalation paths that one could exploit, printing them to the console
with nice colors so you can recognize misconfigurations easily.



Privilege Escalation Script Suite

GitHub - https://github.com/carlospolop/PEASS-ng

What makes it special; why use this one?


https://github.com/carlospolop/PEASS-ng
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More Information

WinPeas LinPeas
Checklist — Local Windows Privilege Checklist — Linux Privilege Escalation
Escalation
https://book.hacktricks.xyz/linux-
https://book.hacktricks.xyz/windows- hardening/linux-privilege-escalation-
hardening/checklist-windows-privilege- checklist
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