
BINARY EXPLOITATION
::RESOURCES for REFERENCES::

● http://opensecuritytraining.info/IntroX86.html

● http://www.reddit.com/r/hacking/comments/1wy610/exploit_tutorial_buffer_overflow/

● https://www.corelan.be/index.php/2009/07/19/exploit-writing-tutorial-part-1-stack-based-overflows/

● http://www.lethalsecurity.com/wiki

● http://opensecuritytraining.info/Exploits1.html

● https://exploit-exercises.com/protostar/

Memory : Heap, stack, registers, code segments, data

BASIC UNDERSTANDING: Thats all are easy =>

Assembly, registers, shellcodes, GNU Debuggers
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